
Residence Hall
-Tips for living safe and comfortable-

The Student Residence Halls provides a place for students to develop a disciplined life. If you are living 
in our Residence Hall, please read through the rules or etiquettes described in the “Regulations for 
Student Residence Halls” that you received when moving into the Residence Hall, and make a better 
living environment yourself.
Tips for home safety
○ Unfortunately, thefts and other crime do occur even in residence halls. While entrances are equipped with a 

security system, criminals are always thinking of ways to illegally enter buildings. In order not to be a victim 
of crime, please keep yourself safe always.

○ Keep your door locked when leaving your room even for a short time to take a shower or use the restroom.
○ Never share the entry code for the entrance with non-residents.
○ Never prop the entrance open with concrete blocks or other objects.
○ Do not leave large amount of money in your room. *Thieves particularly target new residents who just 

moving in April.
○ If you see any suspicious-looking person / article, or find your properties stolen, please report it to the police 

and notify the Student Residence Administration Office and the Academic Service Office you belong to.

Fire safety precautions
○ There are more than 3,000 students living in the residence halls. Please be aware of fire safety, and 

participate in the fire drill held in every May in order to raise the awareness of the danger of fires.
○ If you see smoke or fire, make an emergency call to 119 (Fire/Medical Emergency). Call out in a loud voice 

to let the neighbors know that there is a fire (Shout “Kaji-da”) as well as notifying Student Residence 
Administration Office. If possible, please try to put the fire out with an extinguisher (Each floor is equipped 
with at least one fire extinguisher.).

○ Corridors and lounges are important evacuation routes in case of a fire. Do not leave your personal items in 
these areas.

○ When using a gas burner/cooker in the kitchen, you should always keep an eye on it and never leave the 
room with the gas burner on.

○ In the residence halls, you are not allowed to use/keep kerosene heaters or such appliances that use an open 
flame in your room.

○ Including the Residence Halls, having bonfires or barbecues on campus are forbidden.

Keep your living environment safe and comfortable
○ Please dispose of garbage in the designated location following the rules for garbage separation. Never leave 

your unwanted items in public areas (e.g. corridor, the place around building). In case of large items (e.g. TV, 
furniture, etc.), it requires disposal fee to collect them. Please find more information on the city hall website, 
and make an appointment for a pick up date.

○ Please park your bike always at the designated place. Parking your bike around entrance can block the 
evacuation route, and it is very dangerous, in case of an emergency. 

How to avoid trouble with your neighbors
○ In order to avoid any irritation or trouble between residents, respecting and following the rules of good 

manners is very important.
○ The residents are not permitted to smoke (including e-cigarettes) in their room. Please keep in mind that 

smoking is prohibited anywhere on campus.
○ Kitchen and laundry rooms are available only between 7:00 a.m. and 10:00 p.m. Please don't use any other 

time in order not to cause troubles.
○ Loud laughter or other noise (e.g. music, fireworks) inside and outside the hall can be a cause of trouble. 

Always have consideration for others. 
○ When you use shared facilities (e.g. kitchens, laundry room, shower room, etc.), please do not leave your 

personal items and help to keep the area clean for those who will use them after you.
○ Remember to say hello to your neighbors when moving-in, and get to know them. They may become a 

good friend of you who will always be more than the family living far from you.
○ Some senior students in the Residence Halls are in leadership positions (“Community Leader” in the halls for 

Standard Single Room / “Unit Leader” in each unit of Global Village). If you are having troubles in your hall, 
please consult them first.

Accessing the Internet is a part of your daily life, however, at the same time you can easily be involved 
in troubles and accidentally be an individual at fault of a rash behavior.

Protect yourself from
   Internet troubles

How to handle passwords and personal information
○ Do not use words or numbers that can be easily looked up, such as dictionary words, your birthday, 

and your name as your password. 
It would be desirable for the password to contain a mixture of uppercase and lowercase alphanumeric 
characters and usable symbols.

○ Never disclose your passwords to anyone.
Store your passwords in a place that cannot be accessed by other persons. Of course, do not share your 
password with others.

○ Do not use the same password for multiple sites.
Setting up a different password from service to service prevents widespread damage if one of your 
passwords becomes known. If you need passwords for many different online services, you can use a 
password management software.

Usage of SNS
○ Be aware that information published on SNS may be spread to an unspecified number of people even 

if access is restricted.
Inappropriate videos and images that you posted all in good fun may be uploaded to other sites. Beware of 
posts to SNS spread to every place.

○ Be aware that content posted on SNS may remain permanently as “Digital Tattoo”.
“Digital Tattoo” may continue to affect your future life (employment, marriage, evaluation, etc.).

○ Be aware that you are responsible for your words and actions.
It is strictly forbidden to insult individuals or groups, or to make any discriminatory statements or adopt an 
exclusionary attitude regarding race, gender, nationality, thought, religion, appearance, or occupation.

Protect yourself from scams
○ Beware of phishing scams e-mails.

An e-mail that looks like it originated from a company’s actual site (e.g., banks, Rakuten Amazon, Apple, 
Microsoft) may be sent to lure you to a fake webpage; this is called "phishing." Remember that banks do not 
send e-mails requesting your sensitive information, such as your bank account number, password, or credit 
card number.

○ If you receive something suspicious, do not reply to the contact information written in the received 
e-mail, and look up that company's contact information before you make any inquiries.
If you face something you don't understand or cannot resolve, ask your friends or a faculty member for 
advice, or look up the websites like the ones shown below.
 • Tsukuba Consumer Information Center: • National Consumer Affairs Center of Japan
 • Safety and Security Counseling on the Internet, National Police Agency

https://www.npa.go.jp/cybersafety/ (Only available in Japanese)

Protecting yourself against computer viruses
○ Frequently update the operating system (e.g., Windows) and web browsers (e.g., Microsoft Edge, 

firefox, chrome) on your device.
○ Install anti-virus software and always keep the virus definition files up to date.

Before you use any computers or networks on campus,
be aware of the guidelines for use!

When you use the University of Tsukuba Information System (networks, computers, etc.), there are guidelines 
that you must follow. Please check, confirm and follow these guidelines. They can be viewed from the 
oncampus network at this site: 
https://oii.tsukuba.ac.jp/en/oii-security-2/
Organization for Information Infrastructure (Division of Information Infrastructure Management)
E-mail: oii-security@oii.tsukuba.ac.jp
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